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Efficient Card-based Protocol for Any Boolean Function

fET—ILEE, CEADE N, 7'— g WO m ORBEET [ EHHT26DET 3,
(EEQT— VB [ WESHET BHEDRNA— RR—2TO N L EHBR LT

2|12/ 12||2]|2|]|?2||2]]|2]]|? » 2112 [2]|2]]2]|?

X ;cr X
1 2 n R B hlH — R FRTE (D F it = Sf1(x) S x) Jin(X)
8¢ 1 shuffle

Vaxanlll — |

e 70OKIOLHD shuffle DEIFITEETT 1B (KEEFTEE
e ZOMIJIETICHERGBN—NOHREIIEETT2n+ 8¢, (EEFTEE

1
. FEIROEEREZEIH L TLS single-shuffle 70O ~ JJL [SN21]1 & LEEE UL T, BN — N O %= 3 ICEIR L TWS,
2n + 24¢ 8H5 2n + 82 W)

[SN21] K. Shinagawa and K. Nuida. A single shuffle is enough for secure card-based computation of any boolean circuit.
Discrete Applied Mathematics, 289:248-261, 2021.
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Card-based Cryptography for Any Boolean Function

e H—KRAR—RAES: H— RZAWTEESO0NJ)L2EHT E3F %

e AV 1—45EFERIDZINENGL., I—RZ2EFIT BT TERSICEITREE
ARENIEBICEHEEBETH D, FEEPETEEZERNICER LI L *

MEBRR: ANEZMELVLFTRX. IR0 ZLEICETE I 57cH D570 M)

« A1 MEBEDE x4, ..., x, DIESX [x{], ..., [x,]
B FREDE f(xy, ...,x,) OES [f(x,...,x,)]

S ESNTMEDOAZRAWTEEZITO 2. MEDEDNFEL L

encryption of Protocol for encryption of

secret values x " computing f " f(x)

The parties learn nothing
about x and f(x)
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A AE

Standard Encoding for Card-based Cryptography

cEENSXBITESHRWNW2EED 1 — ~ZF|

19 %

B UBFRED N — NEXFITE72 W (E T D)

c BH—RKRDT Y FHDOAEIIAFH

SEINE

XAl TERLY)

« J—ILEIX 2 D H— RFITKRIBEI N5 (standard encoding):

Ex 2RI DIN—RIIDEI[CHESTWEBEEZT XD

BEx D

0 — | |

SYMAYKNIHUL, X(=NOTx) D=

?||?

\—\/—_J

X

=W EkANELSRN
SYMNXYNEZEREDODH—RKRZADYy 795 ETEHESNDS

&

é

>

?

?

LR N ——

X
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A AE

Ay IO

c ANE X OCEHAEZ

SYMAYRTEZSENS (

Ty hET

» 7O K JIVIEA T ORIENSTBRS NS

e (Output, S): I—KI D D s; €52

.

.

T

5

END— K

D

« (Perm, 0): 71— K3 D Z)E%] ¢ € Sy [CHE> TV EZ S
- (Shuffle, G): T — K3 D ZE#EE G h 55—k T VI LIGEALIES 0 € G THL O
*(Open, S): I—K3ID DF s, €52

N—RZR¥ET B

DA—REHNT S

» JOKJNVIEROEBZ "I ODDET S

o I

- (Semi-honest) T2 E: 7

~NJ)LDOHAOHEERE

N

JLD3

DFEIEICE >TELSN, REDE f(x) D2
T x, f(x) DIBEFRHY

=
~

/—

17+

Flc/ISNBBEWMNS, AL

?

?

?

?

J1(x)

fo(x)

SYRAYKMNIELOTWS

SEARANA
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Main ldea: Card-based Variant of Point-and-Permute Technique

» Card-based Garbled Circuit [SN21] D 71— R = EIiR I 5

e Garbled Circuit: BESZFH/\v > 1 =B W -WMZEFTE AR [Yaos6]

e [SN21] lE/1— RR—ZEEE % AT Garbled Circuit =L TW 3

» Point-and-Permute technique [BMR90] [& Garbled circuit DR\ FED—T&.

* Point-and-Permute technique M 11— KRX—XIES TOFEBZIEEL [SN21] ZZZR{L U fz L

Garbled Circuit

N— R XR—-XEF=

Yao's Garbled Circuit
[Yao80]

Card-based Garbled
Circuit [SN21]

Point-and-Permute
Technique [BMROO]

Ours

[Yao86] A. C. Yao. How to generate and exchange secrets. In 27th IEEE FOCS, 162-167, 19860.
[BMR90] D. Beaver, S. Micali, and P. Rogaway. The round complexity of secure protocols. In 22nd ACM STOC, 503-513, 1990.

v



Garbled Circuit

Yao’s Garbled Circuit [Yao86] DHLE

« BESER/\y Y 1BHZRWHMESTEAR [Yaoss] ﬁ ”
Y

e Garbler & Evaluator IC &2 VILF/IS—TFT « 5tE

o FEDRIEMOIEE % sHE 1AL

o« SHEICHERBEERIF O(1) E

e BIEE (T—HUAX) [FEFET A XICEF U T \ Garbling (
C,x

C,x

e LTD2DODFRENSTERSIND !

~S

. %

e Garbling Phase: Evaluation l
SIEEE C #BE21L L TE S N/ Garbled circuit C % Evaluator (2% 3 f(x~ v)
AAT=IE X, ..., x, [T BF— X, ....X, ZHARIICETE L Evaluator (CH /7 (

e Evaluation Phase: — \

Evaluator (& garbled circuit C EADDF— X, ..., %, HhSFAEDHA f(x) DF—%EtE

IN—TF A BBEEZITVWERNGEHZES

7 <
Jx,y) Jx,y)




Garbled Circuit

Yao’s Garbled Circuit [Yao86] DHERK

. Garbling Phase: [B% C =T > d1— R LT garbled circuit C Z5t&

A B

O O [f(

O 1 |f(

1 | O [f(

1 | 1 [f(
truth table

f

0,0)

0,1) £l>
1,0)

1,1)

. Evaluation Phase: A J1F— k;fl, e, k;:” & garbled circuit C 2= (FEID -

ZITAVICEWT, Evaluator EF—D—FDHZHB I ENTES,

encryption

BT—RMCEWT, =

EIEE D2 DDF—%

ATAVDF—ET 5.

SEFDETATY w WU, T—ILEO,L IHIET BT LEDF— LY, kY &2
Z£T—MNOEBERZ/\VY 1B H %=

E

JWTES

HEXRDADDEEZET =

garbled table

{07 A ¥ DIE Ko B 5B

J(x)

IWCIYIO—K93
A 1.B C A 1.B C
H(k ’ k() ) 69 kf((),()) H(kal’ kbl D kf(al,bl)
A 1.B C
H(kA’ kfg) 69 kf€0,1) > H(ka29 ka @ kf(az,bz)
A 1.B C
HULR) @ kg PO @ b,
H (kAa kfg ) 69 kf%'l,l) permutation H(ka4’ kb4 D kf(a4,b4)

— KU, BRhLTeHD—D%H

LL



Garbled Circuit

Point-and-Permute Technique D#LE

. Garbling Phase: [E|E% C 2T >~ 11— R LT garbled circuit C Z:tE
O EPDEZTA VT wicxX U, T—IUEO,] [ERILT 27 VT LAMEDF— kY, k" ZFER

oL, BFMIEY MEERZHDETS. (K01 @ k(1] = 1. .U, s, = k'[0] £E<)

sy, 5p) = (0,00 D EE, b2 34
&5~ NOEBERE/N\Y V2 B8 H#BVWTIYI— RT3 v =00 02, (15 5 )
1 2 3 4
A 1B C (s4,55) = (0,1) DEZ,
670 F(0.0) Hk, k) @ K K Ksy) @ K5 733)
, A 1,B C A 1B C B 1 2 3 4
0| 1 [f0,1) > H(ky, ki) @ kf(O,l) > H(kSA’ k@ D kf(SA@) (50,59 = (1LO) D Z, (3 4 1 2)
2 A 1B C A 1.B C
'I O -l:('l ,O) H(k s ko) @ kf(l,O) H(kﬂ’ kSB) @ kf(ﬁasB) : =) D e = (1 3 4>
] 1 (1, encryption HKA kB @ kS XOR permutation A 1B C S4>98) = 15 '\4 3 2 1
— ( K ALL according to s,, s; H(kﬁ’ kﬁ) D kf(ﬁ@)
. Evaluation Phase: ANfE x,, ..., X, [cXHIET SF— k!, ...,k " & garbled circuit CEZZHWMO ATV DfE kfv(vg” ]

TV TR—ADF—IEEND. &5~ TR, F—OBETFMEY N b, b, #5BUEELE 1 DOEOHETI—RT 3.

(b, bp) = (0,0) D & =, 1st value
(by, bg) = (0,1) D&, 2nd value

Xy =by DSy, xg=by @ sz BDT, T A—RNTDEIIE HEKA, kB) @ kS THh, kK  HEHEAN
(bA’ bB) = (1,0) D& %, 3rd value A A @ A B B @ B ( XA XB) @ F(X45Xp) f(x4,Xp) -

(b, bp) = (1,1) D & E, 4th value




Card-based Garbled Circuit
=

o H— KRS EBEWH—7)L REEDESR [SN21]
o FEDHIELOK%ZETEAJRE
o STEICKHERY v v 7)LEIEIZ1[C
o 11— NWEUZ[EIREY 1 XTI U TN

e LITDI3IDDFmE NSRBI ND
e |nitialization:

STELLVWEREANEEN—REAWCRRICTYI—RT3
 Garbling:

Shuffle #EZ1T> C & CRIEODEKRZFR >ICEFE T VINT AT S

e Evaluation:
Open #&{E%Z 1T7\L\ Garbled Circuit D—ZZ= NI 2 & TERIEDER

ZETHI B

-i>.

D Input @
J\D_
Circuit f
Initl
1 2 3 4 5 6 7 8 9 10 11 12 13 14
TUPUZU2U?N? THNPUZU2U2U?N?(7?
15 16 17 18 19 20 21 22 23 24 25 26 27 28 29 30
TUZU2U2U2N2H?20? THNPUZU2U2U?N?(7?
Initial State [
CardGb
Y

Garbled Circuit F

Garbled Input X

CardEvaIl

77

Committed Output Y

11



Card-based Garbled Circuit

Card-based Garbled Circuit [SN21] D#IE

e |nitialization: |

O

e

i C Z=71— K3l

DFRIFIC 2

_

x0 | x1 f

O | O [f(0,0)
O | 1 [f(O,1)
1 | O |f(1,0)
1 | 1 [f(1,1)

— K93
1DET—MCDWT, BEBEROETOEIVICHINT B

D

encryption

v b XY bhZIEEICT

J—RKSEITEMD— R24%

12



Card-based Garbled Circuit

Card-based Garbled Circuit [SN21] D#IE

. Garbling: ADME x;,...,x, EEECOAIY hAXAY REV v 7ILL, Garbled circuit C % 5tE
BT—KERTAVICH U, pile-scramble shuffle Z—Ed D175,

21121122 21121122 2112(2]]2 2112(2]]2

A ) X1 ) x| D ry ;2 X GB r X, EB 7y

21121212212 21121212212 21121212212 21121212212
0 0 £(0,0) a4y b, b, a, @ by D r, flay, by)
21121212 |2]]2 .’ 21121 2]]2 2112 2112012112212
0 1 £0,1) e e ay b, f(a, by) a, ®r b, o, ®r, b,®r,  flay,b)
21122 2] |2]|2]| Permutation o1 olio]l2|]|2||2 211212112212 211212112212
1 O f(l,O) a3 b3 f(a3, b3) a3 @ rl b3 f(a3, b3) a3 @ rl b3 @ 7‘2 f(a3, b3)
21121212 |2]]2 21121212 |2]]2 21121212212 21121212212

1 1 £(1,1) a b, F(ay, by) a, ® r, b, f(ay, by) a,®r, b,®dr,  fla,by)



Card-based Garbled Circuit

Card-based Garbled Circuit [SN21] D#IE

 Evaluation: garbled circuit D—&8% Open U, PREDII Y MX Y N ZHFS
BT —RNCEWT, ANEEEBEXRDANIIZ Open 5. ANME—HITBITOOAIYRAYNZT—NDODHEADE
95

TH? 7Y b 0 @b

XD r X, D1,

2011212 2]|?]||? O |d O d 7|

- y N _— y xl@l’1=al@l’1

a, @ ry b, ® r,

211 2] 2|2

Na, b)) = f(x, %))

Clz@rl bz@rz

2112 ]2]]?

a?,@rl b3@7‘2

2112 ]2]]?
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> 741 T 7: Point-and-Permute Technique in Card-based Garbled Circuit

e |Initialization:

BIERDOESEFRDO IS

Vv EXY NDHZEN

X

f

x0
0
0
1
1

O
1
O
1

O,
O,
1
1

—h|—h|—h|—h
|/ [/ |/~

0
1
0
|

ADINTDT—hDIVI

OR

'Ds

INfeHh—RAINEZRZRT—RKDIY

>

encryption

— N ZIBFICILNTcH— N5 %z

D

encryption

— k&I D

7017

7017

£(0,0)

£0.1)

21| ?

21| ?

J(1,0)

A
d1—RKe&d 3

JT—KSEITEMD— K8

7017

72017
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> 771 7 7: Point-and-Permute Technique in Card-based Garbled Circuit

x, CER COIIy hXY 22 v v 7)LL, Garbled circuit C % SH&

 Garbling: AJIE x, ...,

BITAVICEID B TOENBEDERFEBEERDT — D H— RKIITK U, pile-scramble shuffle Z—E9 D175.
207 207 2?0 1?07 201?21 |27
;El X2 xlérl 2 X1 D r X, D r

& A SN M
£> 2|12] |2|]2

pile-scramble

£> 2|12] |2||?

pile-scramble

£(0.0) £0.1) shuffe —— f(r, 00 flrD) shuffle—— frry) [ )
?21[2FN2]||7? 2112 |2]|? 2112 |2]]?
N—— —— N—— —— § —&L(___JI —— —— \—————  ————
f1.00 ALY R0 LD frr) AT

24T XOR shuffle [C7x>TW5

16
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> 741 T 7: Point-and-Permute Technique in Card-based Garbled Circuit

e Evaluation: garbled circuit @

—Zf% Open U, FTE®DZ
BT —KNITEWT, Open SN ANE

Sy kXY NEEE

(XY BALED -

SYRNAYRNEST—RDE

2112 [?2]]|? J> SV @&
Ten e e 0 i
21?2 |?2]]? 212 |2]]?
21?2 |?2]]? 21?2 |2]]?

f(r_la 1’2)

(7, 7)

f(r_la 1"2)

(7, 7)

WET B,

(b, by) = (0,0) D & =, Tst value
(by, bg) = (0,1) D & E, 2nd value
(by, bp) = (1,0) D & &, 3rd value
(by, bp) = (1,1) D & E, 4th value

=z
B r,r ld—1KZ7 VT LIRDT,
NHRSNSERERZRDS SR

E\!"IE
2E D pile-scramble shuffle (&
XOR shuffle [C7Z&>TTWS =8

fpx) DAY MXY NZEHT

17



[l DET RS

Garbling Phase

Initial state

2|12|2]]?

[\ I N

TN TN

X1 %%)

shuffle for wire 1

® O ® 6 6 6 O O O O
2112121121212l 21212[|212|2[2[|2(|2]|2]|2]|2]|2]]|2]||2||2||2]||2||2||2]||2||2]||2]|]|?

(- N S o I I N I I N S/ A J J J S\ S\

TN TN N TN TN TN TN TN TN N N7 N N7 N NS

x @ X) X3 0 r| 0 7 0 1 1 0 0 1 1 1

shuffle for wire 2

@ O ® 6 O O & 0 O O
2UH200200200200200200200200200120020020020020020020012002002012002012002102012112012(117?]17

xl@rl .Xz@l”z X3 ”1/\”2 l’l/\l’_z r_l/\rz 7'_1/\7'_2 0 1 1 0 0 1 1 1



]

o _ OR
Garbling Phase AND
XOR
0
shuffle for wire 3
® O o o
2002112121212 2]12][2]|2]|2||?2||?]]|? ? ? 211 ?(|? 20112 ?]||?
xlél’l xzérz x3ér3 rIsz ryAT, ﬂsz r_l};r_z ;3 0 1 1 1
shuffle for wire 4
® O ¢ O o O o O o O O o O O O O O

2002121221121 211221 2]|2||?2||?2]]|? ? ? 211 ?(|? 2112 ?]||?
x; D ry X, D ry X3 @D 13 rAT,Dr, rl/\r_z@mr_l/\rzr@mr_l/\%ﬂam r3ér4 r, @7y Dy RO ¥y 1 7y 1
shuffle for wire b

@ O O ® o O ® 6 O O
2012121212121 22| 2]|2||2]|?2||?]|? ? ? 211212 211?2|1?2]|?

N N N

xl®rl XQGBVQ

~ ~

B0 nAR®r NALOLTALDY



]

Evaluation Phase

-/

OR

Ry eDs
XOR

S DS
Open the commitment of input wires
Qb SO M@ 72?77 2017? 217 ? 2117
— =
Evaluate each gate
Qb O H 20122 ? 2117 ? 2117

| 0

O h O MO 7NN ¥ |? 0 & ? 21|72

0 I
Qb d O MO 2?27 ? 9 & ? 21172

Output

20



D)
_/ OR

AND 4
N\

QD SO DO 2?2272 @[22]|@ | [2[|2[[212(212[I2|2[|?2|2]|?]]|?

[\ S\l S\ J/ (. J (- 7/ |- 7/
N

-~ ~

% pile-scramble shuffle DEZERXIDLLTHEDIZD
1:)61@7"1 O:Xz@rz O:)%@}/‘S O=_1/\7’2€|91’4 1:7,3@7,4@}/,5
- T,

IWNVNTs=1, V@ r) =T(AR)V(IR®T AR =@ AXxy)V (0@ x Axy) =[x, Xy, X3)



REFH

Pile-scramble Shuffle

« n+ g — m[ElO pile-scramble shuffle I, &% SEHE G, %

LN C—

O

\—[B]D Shuffle IfEICE EHSNB &

@ shuffle #1E (shuffle, G) TRIRTE 5.

74 i D pile-scramble shuffle KN E#EF G, ICXTITT 5 & &, EXEF G, ZU T CEE :

Gy = 19192 gntg-m € Santsg | 9j € Gj;

. G; DEEICTE > TWB Z & DEFRR DR,

INTOIEFIN g € G, g € G L, gig; = g8, THB T EETEF &L

CNIEE&T —NICE

39 % 3 [@]D pile-scramble shuffle ' (E&x LKD) A[ETHD I ENSHED.

o 0 0 o @ ¢ OO ® O 0 O
2112(|2]]?

2012121172 2021 2]]7? 202121172
/(0,0) J0,1)
151510 O O O O @ 6 OO ® O 0 O

2112(|2]]? 211222 2|12 2|2

f(1,0) f,1)
Pile-scramble shuffle

for the first input

Pile-scramble shuffle
for the second input

Pile-scramble shuff
for an output wire

e

22



$ER (UCNC "23)

Efficient Card-based Protocol for Any Boolean Function

fET—ILEE, CEADE N, 7'— g WO m ORBEET [ EHHT26DET 3,
(EEQT— VB [ WESHET BHEDRNA— RR—2TO N L EHBR LT

2|12/ 12||2]|2|]|?2||2]]|2]]|? » 2112 [2]|2]]2]|?

X ;cr X
1 2 n R B hlH — R FRTE (D F it = Sf1(x) S x) Jin(X)
8¢ 1 shuffle

Vavanlll —|

e ZOKIJLHFOD shuffle DEIEKIEFEETTT 1 Olictzsd. (BEETEE

« 7ORINVERFLRDEBN— ROKKISAEFHT2n+8g.  (EMHEE

1
. FEIROEEREZEIH L TLS single-shuffle 70O ~ JJL [SN21]1 & LEEE UL T, BN — N O %= 3 ICEIR L TWS,
2n + 24¢ 8H5 2n + 82 W)

[SN21] K. Shinagawa and K. Nuida. A single shuffle is enough for secure card-based computation of any boolean circuit.
Discrete Applied Mathematics, 289:248-261, 2021.



N—RR—AH—T)L FEEDRE
H

ND—FkXR—X . " . .
H—T )L K ElE g—KkiEf¥E| AND | XOR vyl Batching
[SN21] JENFH 24 24 — 15k ] v
Point-and-permute N e
Ours @UCNC23] | T AM 8 8 s
Free-XOR [MS23] N 8 0 — Bk
Single-card encoding I\ .
[OSNWI24] B 6 6 =

MS23] Y. Manabe and K. Shinagawa. Free-XOR in Card-Based Garbled Circuits. CANS 2023.

OSNWI24] T. Ono, K. Shinagawa, T. Nakali, Y. Watanabe and M. lIwamoto. A single shuffle is enough for secure card-
based computation of any boolean circuit. ICISC 2023.



#E5F (Natural Computing '25)
H—RR—=2H—7 ) R BB

UCNC'23 TIREULIEH—KXR—=XXH—=TIJLRERKICT L, UTD2 DDOBARGINEZ{To
(1) BEANT— b ANDOX I

2ANT—MEFTERLS, FEDODANEKDT — M CHInT 2 NHENEBRZ S Z /-

k ADT— M & 2M o h— R TRIB A4
(2) BT — R A\ DXS I

SHIET — NI TR, MRS — Mg EDOBEMNERE I

Free-XOR FE%—fi%{t 95 2 & T Free-AND WNAJgECTH D Z & ZERU
o [0 I WIRT—ILEAEZEET S5 Hh— KRX—XX7O0K3JL

2112 [2][2]|2[|2||?]]| 2] *
e — M — e \ e — | )
X X, X, Processed

2n’ + 6n + 2 cards

EMA— K

1 shuffle

2|2

8( i -xj)
j=1

25



H— R R—XH—7 )L K BIRDHLE

(NZAHNT— DT R—k
e Initialization: B C 2T 1— K9 2. {FT— MWL T HEBEROEEZEEDIZIYVRX Y NDAXIMNS,

x0 X1 X2 f

O | 0 | 0 | 000 2112 ?]]? 211?2|1?21]]?
0 | O 1 | f(0,0,1) L I b )L J
R 28’ | (]); £l> f0.00)  f0.0.1 f(1.00)  f(10.1)
1 0 0 f(1,0,0) encryption 201?227 201?21 1?2]]7?
1 0) 1 (1,0,1) . i ) - i ;
} } ? ]té } (]); £0,1,0)  £(0,1,1) AL,1,0)  £(1,1,1)

k AT — ko EITBIMA— R 21 &



N— X=X H—7)L K BIRRDHLTR
()/BANT— kDY~ K

e Garbling: &7 Y ICXI U pile-scramble shuffle Z=—|[o

\liil
A
—\
Y

2121 12|12 |2]]|? 2|12 2|2 |2]]|? 211211212 |2]]|? 2112 |22 |2

(- 7/ (- 7/ (- 7/ |-

R s non  Ruf ow

2112]|?]]?

£(0,0,0)  £(0,0,1)

211 2]]?]]?

J0,1,0)  f(0,L,1)

21121 ]2]]?

J(1,0,0)  f(1,0,1)

2112]]?]]?

FA,1,0)  f(1,1,1)

201?211?27

f(rl,0,0) f(rlaoal)

201?2117?27

f(rlalao) f(rl,l,l)

2112]|?]]?

f(Fl,O,O) f(Flaoal)

21121 ]2]]?

f(flalao) f(flalal)

J(ri,rp, 13) J(ry, 1y, 73)

201?2017?2117

(. / |\ J

N\ 7~ "N\ 7~

J(ry, 7y, 13) f(ry, 7y, 73)

2|12]|?]]?

J(F, 1y, 13) f(Fy, 19, T3)

2|12]2]]?

f(F17’729r3) f(flaf2af3)

27



N— R R—=ZXFH—T) KB DIHLR
()/BANT— kDY~ K

 Evaluation: garbled circuit D—&B8% Open U, PREDII Y M XYV N ZFS

2112 |2||2||?]]? AN
x @ r X, D r, X3 D 13 0 0 1
211 ? P21 7?
. . 211?227 (bys bg, be) = (0,0,0) D& E, 1st value
f(l"l, 7‘2, 7‘3) f(}"l, }"2, ]7'3) ) e & e ’ (bA’ bB, bc) — (0,0,l) 0) t %, an Value

J(ry, 10, 13) f(ry, 15, 73)

2112 2]]2 (by, bg, b)) = (0,1,0) D & &, 3rd value

2|12]]2]]?

N _ N _ B (bA’ bB, bc) — (0,1,1) 0) t g, 4tq value
J(r1, 72, 13) f(ry, 7y, 75) f(”p}za ) f(”l;’;za ) (by, bg,be) = (1,0,00 D & =, 5th value
Open (b, b, be) = (1,0,1) D& =, 6th value
211?21 |?2]]|? 20121122 (bs, b, bo) = (1,1,0) D & &, 7th value
- - —— (by, bg, be) = (1,1,1) D & =, 8th value
f(Fl’ 1"2, 7‘3) f(fl’ 7‘2, 773) f(Fl’ r2’ r3) f(fl’ r2’ ’7‘3)
21121 2]]? 21121 2]]?

N~ Y

f(F17F29r3) f(f]9}729}73) f(f‘lafza},é) f(f19}729173)



N—KXR=ZXAH—T)L KBl DILR
(2)&lT7 — b D R—bk

o BT —bM: A - BANIXRTT—IULETH ST —h

x1 | x2 | AND(x1,x2) X1 | x2 | XOR(x1,x2)
O O 0 O O O

O 1 0 O | 1 ]
1|0 0 10 ]

1 | 1 ] 1 | 1 0

e HMfT —b: AABH UL IFHADEIETH DT —
2 7—IMBEAS - BIEXEHDT—b 1 BEAS - T=IVEHEADT—b

x1 | x2 | f(x1,x2) : Int X : Int f(X)
O 0 3 0, |

0| 1 0 1 0
110 0 2 1

1 | 1 2




N—KkXR—=XFH—T)U KBl DHLR
()87 — kDY HR— bk

« position encoding: #fEx € Zy, Z N KD H— K TKIRT 3.

X +—> ¥ *.
4
i

5

X

e Initialization: &7 — M CXWIL T2 EEBEROEEEEODIZI YRV NDHFZAWNS.

2 7—)VEAAN - FUEH DT — b 1 $EAN - T—IJLEHHDT — b
x0|x1 f(x0.x1) TUH2U?20?20120172117]17 xO0 |f(x0) : Bool
0|1 0 3 0 >
10| O ] 0
211202]2] | 2||2|| 2|2 > 1
11 2

—_— ——m —
0 2

B f: 7t - 72 tTEIT 20— ML, EBIMA—K MN &




N— R R—=XH—7 )L K BIRDHLE

()87 — kDY HR— bk

e Garbling: 71V ICDWT pi

e-shifting shuffle & —

N

2 7—)LEAL - "‘%?\Etj ﬁ@'f—

X1 X,
2112121221222 >
—— ——  ——— e
£(0,0) JO,1)
2220120 12112(17]7
—— ——
JS(1,0) J(L,1)

1 BYEAS - T—)L{EL

2|12 2|2

£(0) (1)

4 H D5 — b

;—\,——-J

J(2)

2179 %

220120121 1211721]7
—— | ——— \ —_ —
f(r, 1) J(ry,7y)
220120121 1211721]7
— | ——) \ c—— ——
J(71, 1) J(7,7,)
211212

X+r

2112 [2||2| |2||2
N — — \— — N — —

Ja=r)

J@2=r)
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H— R R—XH—7 )L K BIRDHLE

()87 — kDY HR— bk

 Evaluation: garbled circuit D—&B% Open LU, FTE®D

27 =)LEAA - BEEANDT—b

20?20?7117

XD x,dn,

2H2H2?20 12012017217

f(l"l,l"z) f(r19f2)
220201201211 2(172]]7

AGRD), J(71, 1)
1 #EAD - T=ILEHIDT— b

X+r

7017 7017 7017

fO-r  fA-r  fQ-r)

>

Open

Open

 JIC JBE JBL 4
N )\ e’
1 0
P12 P12
——— e R
f(rl’FZ) f(rlaFZ)
P12 7? P2l1?1]1?||7?
—— s I S
IGHD), GRE),
L JILJIE
2

21121 [2||2| [2||?

/—J

fO-r  fA-r  fQ-r)

(by, bg) = (0,0) D & =, 1st value
(by, bg) = (0,1) D &, 2nd value
(by, bp) = (1,0) D & &, 3rd value
(by, bp) = (1,1) D & E, 4th value

v=0 D&, 1st value
v=1MD&Z, 2nd value
v=2 D&, 3rd value
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oA MR —ILEEEME A ~ 3

ISR DR

o YW T — )L BEAEEEHMIEIAXDILREIEE TEIT S
e conv 7 —ILEZBEICERT DT —~
21017 2001?2112 ?|7?
X :Bool | x:Int
\— — e ——

0 0 > x 0
21121121122
1 ] 2117?71

e ADD 7 — K~ Z Free-XOR ZF

1]

EMS23)12 — &1L 3 5 & TEBMA— RARLTS

e LUT IET7—7IL3IEDT— K

X :lnt |f(x): Bool

HWN=—=O

f(O)
(1)
(2)
(3)
(4)

—Hh | —h|—h|—h

— ——
X
> 21121121212 2[|2||2]]|2]]?

O A 2 B 4

4
1 —{ conv
5)
) — conv 0
8
ADD LUT
6 6
3 — conv
7
4 —— conv 7

BIMA—K 2n?+6n+2 ™



#E5F (Natural Computing '25)
H—RR—=2H—7 ) R BB

UCNC'23 TIREULIEH—KXR—=XXH—=TIJLRERKICT L, UTD2 DDOBARGINEZ{To
(1) BEANT— b ANDOX I

2ANT—MEFTERLS, FEDODANEKDT — M CHInT 2 NHENEBRZ S Z /-

k ADT— M & 2M o h— R TRIB A4
(2) BT — R A\ DXS I

SHIET — NI TR, MRS — Mg EDOBEMNERE I

Free-XOR FE%—fi%{t 95 2 & T Free-AND WNAJgECTH D Z & ZERU
o [0 I WIRT—ILEAEZEET S5 Hh— KRX—XX7O0K3JL

2112 [2][2]|2[|2||?]]| 2] *
e — M — e \ e — | )
X X, X, Processed

2n’ + 6n + 2 cards

EMA— K

1 shuffle

2|2

8( i -xj)
j=1
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SHORE

e Garbled circuit DD FE{LFEIEFH— MNR—AEFTCRIETED?

e GRR3, GRR2, fleXOR, half gates, garbled gadgets, three-halves garbling, one-hot garbling ...
o N—RKXR—=XH—TJUREICE TS garbled AND 7 — kDA XD TERIE 7

o W7 —I)LEAEZONJIIEIRILTES?
e MEDH—RAR—Z7OKIJL : H— KK O(n?)
e —AT, XTIl M D EIEDEMMEF Qn)
e B RFIDY —h : BEYA X Q) [LSX19]
e V—NBIEFESTLUT | @EY 1 X O(n)

[LSXT19] W. Lin, E. Shi, and T. Xie. Can We Overcome the nlogn Barrier for Oblivious Sorting? SODA 2019.



